Hemuppgifter i IT139G

I Informationssäkerhet – Introduktion finns ett antal hemuppgifter. Dessa ska du genomföra självständigt, efter den diskussion som sker på föreläsningarna. Dessa tar kortare eller längre tid, men det är viktigt att du gör dem för att få en ökad förståelse för det material vi går igenom på föreläsningarna.

Att göra dessa hemuppgifter ligger under examinationsmålet ” Praktiskt tillämpa någon säkerhetslösning i ett datorsystem.” och är således examinerande.

Fyll löpande i de uppgifter du gör i dokumentet nedan, och lämna in det på Canvas i slutet av kursen enligt instruktioner i canvas. Vid bedömningen i Canvas får du inte någon omfattande feedback tillbaka på uppgiften, utan enbart G eller U.

Omfattningen på dina reflektioner bör ligga mellan 100 – 500 ord per uppgift. Detta innebär att svar bestående av en enda mening etc. inte kommer godkännas. Eventuella frågor och funderingar kring detta tas i samband med föreläsningar eller de seminarier som finns i kursen.

Uppgifterna ska utföras löpande under kursens gång, och du rekommenderas således inte att göra dem i förväg eller alla på en gång.

Notera att ordningen på uppgifterna varierar beroende på ordningen av föreläsningarna, så lyssna noga vid föreläsningarna när vi tar upp vilken uppgift som ska utföras till nästa gång!

Var noga med att byta namn på detta dokument enligt följande struktur:

Hemuppgifter\_i\_IT139G\_Förnamn\_Efternamn.docx och fyll i namn, användarnamn och personnummer i textboxen nedan. Du får lämna in i .doc/.docx eller .pdf, inga andra filformat är godkända utan ger retur.

Namn:

Användarnamn:

Personnummer:

|  |
| --- |
| **U1 – ”72 timmars regeln”**  Du ska kolla upp hur väl rustad du är för att klara dig i 72-timmar utan samhällets stöd. Denna regel innebär att du bör ha tillgång till Vatten, mat, värme, kanske kontanter, ljus etc. Vill du läsa mer om 72-timmarsregeln kan du läsa här:  <http://www.72timmar.se>  <https://www.dinsakerhet.se>  Uppgiften handlar inte om att du ska skaffa allt du behöver, men du ska göra en inventering hur väl rustad du är. |
| Datum uppgiften gjordes:  Saker jag har:  Saker jag inte har:  Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U2 - Standarder**  Din uppgift är att kolla i ditt hem efter saker som är standardiserade. Du ska hitta minst fem. Bonus för kreativitet! |
| Datum uppgiften gjordes:  Standardiserade saker:          Reflektioner: |

|  |
| --- |
| **U3 - Fysisk Säkerhet/Brand**  Brand!  Brand är kritiskt farligt. I denna övning ska du göra följande:    1. Kontrollera din brandvarnare:  <https://www.dinsakerhet.se/sakrare-hemma/brand-och-eld/brandvarnare/>    2. Kontrollera om du har släckutrustning hemma (Brandfilt, brandsläckare etc.)  https://www.dinsakerhet.se/sakrare-hemma/brand-och-eld/skydda-dig-mot-brand/    3. Kontrollera din plan för att utrymma boendet vid brand:  <https://www.dinsakerhet.se/sakrare-hemma/brand-och-eld/brand-i-lagenhet-eller-hus/>    Skriv upp vilken brandsäkerhet du har, om din brandsläckare funkar, och vad du lärt dig när du funderat på utrymning! |
| Datum uppgiften gjordes:  Brandskydd jag har (och om den funkar):          Hur du ska utrymma från ditt boende:  Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U4 - Backup**    Att göra backuper är extremt viktigt. Många hävdar att det rent av är det viktigaste du kan göra för din egen säkerhet.  *I dagens läxa ska du inventera hur du gör backuper idag.*  Du ska kolla både din mobil, och din dator. Använder du backuper? Använder du molntjänster? När gjordes senaste backupen?    Självklart är det bästa om du också ser till att du har fungerande backuper, men det minimala du ska göra är att kontrollera hur/om du har backuper inställda nu.  Anteckna hur det ligger till! |
| Datum uppgiften gjordes:  Så här backar jag upp min dator (senaste slutförda backup):       Så här backar jag upp min mobil (senaste slutförda backup):      Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U5 - Juridik**  Hitta minst två (2!) avtal du har ingått, och läs igenom *samtlig text* i avtalet. Exempel på avtal är:   * Mobilabonnemang * Bredbandsabonemang * Hyreskontrakt * Försäkringsavtal * Gymkontrakt * Etc. |
| Datum uppgiften gjordes:  Avtal jag läst igenom:       Reflektioner: |

|  |
| --- |
| **U6 - Programvaruuppdatering!**  Det är dags - att uppdatera dina programvaror! I denna läxa ska du uppdatera programvaran i: Din dator och din mobiltelefon.  Använd de automatfunktioner som finns. Notera att du kan behöva starta om datorn och mobilen flera gånger och köra uppdateringar igen. Mät tiden från början till slut!  Under processen ska du notera följande:   * När uppdaterade du senast? * Hur många uppdateringar installerades (på datorn respektive mobilen) * Hur lång tid tog det från början till slut?   Var noga med att ta backuper innan du börjar uppdateringen |
| Datum uppgiften gjordes:  ***På datorn***  Senaste uppdatering:  Hur många uppdateringar installerades:  Tid från början till slut:  Reflektioner:  ***På mobilen***  Senaste uppdatering:  Hur många uppdateringar installerades:  Tid från början till slut:  Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U7 - Trådlöst nätverk/Router säkerhet**    Med stor sannolikhet finns det trådlösa nätverk där du bor, och du har troligen ett själv hemma. Veckans läxa är att kontrollera följande:   * Vilken tillverkare och modell har du på routern? * Har du ändrat från standardlösenordet för att administrera routern? * Hur bra är lösenordet som krävs för att logga in på routern *och* det trådlösa nätverket? * Vilken inloggningsmetod används på det trådlösa nätverket? * Finns det uppdaterad firmware till routern?     Det uppmuntras att du byter till en av de bättre inloggningsmetoderna!  <https://www.howtogeek.com/167783/htg-explains-the-difference-between-wep-wpa-and-wpa2-wireless-encryption-and-why-it-matters/>  Läs också:  <https://pcforalla.idg.se/2.1054/1.452427/sa-skyddar-du-ditt-tradlosa-natverk-i-7-enkla-steg---gratis>  Anteckna vad som används, och vad du lärt dig!    Detta fungerar inte på eduroam! |
| Datum uppgiften gjordes:  Vilken tillverkare och modell har du på routern:  Har du ändrat från standardlösenordet för att administrera routern:  Hur bra är lösenordet som krävs för att logga in på routern *och* det trådlösa nätverket:  Vilken inloggningsmetod används på det trådlösa nätverket (wlanet):  Finns det uppdaterad firmware till routern:  Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U8 - ID-stölder**    ID-kapning är ett av de snabbast växande brotten i Sverige. I denna läxa ska du göra följande:    1. Läs igenom följande tips för hur du skyddar dig:    <https://polisen.se/siteassets/dokument/forebygg_brott/bedragerier_det-spelar_roll_vad_du_gor.pdf>  <https://www.dinsakerhet.se/filmer/sakrare-hemma/informationssakerhet/minska-risken-for-id-kapning/>    <https://www.stoldskyddsforeningen.se/privat/sakerhetsradgivning-for-privatpersoner/id-kapning/>    2. Spärra obehörig adressändring:  <http://www.skatteverket.se/privat/folkbokforing/flyttanmalan/sparraobehorigadressandring.4.361dc8c15312eff6fd2ca7c.html>    <https://www.adressandring.se/private/watch>    Notera att detta ska spärras både på Skatteverket OCH på Adressändring!    Anteckna dina tankar om din egen situation när du läser igenom råden, och hur det fungerar att spärra obehörig adressändring! |
| Datum uppgiften gjordes:  Hur gick det att spärra hos Skatteverket:  Hur gick det att spärra hos adressändring:  Reflektioner kring ID-stölder och hur det påverkar mig: |

|  |
| --- |
| **U9 – ”Privacy checkup”**  På sociala nätverk kan vi ta skapa och dela information, men det kan vara svårt att få en överblick över vilka som kan se just din information. Din uppgift denna vecka är att gå igenom din "privacy" i ett socialt nätverk. Förslaget är facebook, men om du har konto i något annat socialt nätverk får du gärna använda det istället. Dock rör länkarna nedan just facebook:  Läs igenom facebooks sida om ”Your privacy”:  <https://www.facebook.com/help/238318146535333?helpref=popular_topics>  Gör en ”Privacy checkup” på facebook:  <https://www.facebook.com/help/443357099140264?helpref=about_content>  Läs också igenom denna guide kring generella råd rörande facebooksäkerhet:  <https://heimdalsecurity.com/blog/facebook-security-privacy-guide/>  Notera reflektioner kring detta nedan! |
| Datum uppgiften gjordes:  Hur var det att gå igenom en ”privacy checkup”?  Hade du några inställningar du ändrade?  Kommer du använda facebook annorlunda framöver? Varför/varför inte? På vilket sätt?  Reflektioner/hur påverkar detta mig och min information: |

|  |
| --- |
| **U10 - Tvåfaktorsautentisering**  Att använda två faktorer vid inloggning är ett mycket effektivt sätt att höja säkerhetsnivån.  Läs igenom denna sida om tvåfaktorsautentisering:  <https://www.sentor.se/kunskapsbank-it-sakerhet/losenord/tvafaktorsautentisering/>  Din uppgift denna vecka är att aktivera tvåfaktorsautentisering på *minst en* tjänst du använder regelbundet. I webbsidan ovan finns länkar till tio mycket populära webbtjänster, sannolikt har du konto flera av dessa. Där finns också länkar till sidorna där du kan aktivera tvåfaktorsautentisering för dessa! |
| Datum uppgiften gjordes:  Vilken/vilka site(r) aktiverade du tvåfaktorsautentisering på?  Hur lång tid tog det att aktivera?  Vilken lösning används för tvåfaktorsautentisering? (Sms/mail/app etc.).  Hur fungerar det till vardags? D.v.s. vanliga inloggningar, vardagsanvändning? Är det smidigt?  Reflektioner kring processen?  Övriga reflektioner? |